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CUI CODE OF BUSINESS ETHICS AND STANDARDS OF CONDUCT 

1.0      INTRODUCTION 

It is the policy of our company to comply with all laws governing our operations and to 
conduct our affairs in a manner consistent with the highest moral, legal, and ethical 
standards.  It is the goal of the company to create and maintain a culture that 
encourages every employee to conduct all job–related activities, and all daily activities 
whatsoever that are engaged in on company premises, in a manner that reflects this 
standard of conduct.  

Compliance with the law requires not only following the law, but conducting our business 
so that we will deserve and receive recognition as good and law-abiding citizens, alert to 
our responsibilities in all areas of good citizenship.  Even where the law does not apply, 
certain standards of ethics and morality apply to our activities and require the same 
diligence and attention to good conduct and citizenship. 

There is both a management and an individual obligation to fulfill the intent of this policy.  
Any clear infraction of applicable laws or of the company’s standard of conduct will result 
in an employee being subjected to disciplinary action, which may include reprimand, 
probation, suspension, reduction in salary, demotion, failure to qualify for a promotion or 
increase in salary, or dismissal – depending on the seriousness of the offense. 

Moreover, disciplinary measures will apply to any supervisor who directs or approves of 
such actions, or has knowledge of them and does not move promptly to correct them.  
Appropriate disciplinary measures also will apply to any supervisor who fails to carry out 
the management responsibility to ensure that employees are informed about this policy. 

The following sections contain a number of specific directives regarding the company’s 
Code of Business Ethics and Standards of Conduct.  We urge you to review these on a 
regular basis so that you may incorporate them into your daily practices.  If you require 
guidance on particular circumstances that may arise, contact the company Ethics and 
Compliance Manager for assistance.  

2.0      PRODUCT AND SERVICE QUALITY AND SAFETY 

Our company is committed to producing quality products and delivering quality services 
that meet all contractual obligations and our own quality standards.  The products and 
services we deliver must: 

(a)  Be made from the quality of materials ordered. 
(b)  Be properly tested in accordance with the contract requirements and in compliance 

with CUI’s own procedures. 
(c) Meet or exceed the industry standard. 
(d) Meet contract specifications. 
(e) Be safe for their normally intended uses, and be accompanied by proper instructions. 
(f) Meet all applicable laws and regulations and comply with industry standards. 
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3.0     COMPETING FAIRLY 

3.1  Bidding Practices 

The antitrust laws are designed to ensure competition and preserve the free enterprise 
system.  They apply to all domestic and some foreign transactions by United States 
businesses.  Some of the most common antitrust issues with which an employee may be 
confronted are in the areas of pricing, boycotts, and trade association activity. 

The following actions constitute violations of law and must not be engaged in under any 
circumstances: 

(a) An agreement with one or more competitors to fix prices at any level or to collude to 
fix other terms and conditions of sale; to allocate customers or markets; to fix levels 
of production or production quotas; or to boycott a supplier or customer. 

(b) Any form of bid rigging. 
(c) An agreement with a customer to fix a resale price. 

Because the antitrust laws are complex, employees are instructed to take special care in 
this area.  This Code of Business Ethics and Standards of Conduct is not a substitute for 
legal advice.  Any questions on the interpretation of the antitrust laws should be referred 
promptly to the company Ethics and Compliance Manager.  

3.2 Contract Procurement and Negotiation 

In participating in procurements and in negotiating with the U.S. Government, be 
accurate and complete in all representations.  The submission to the U.S. Government 
of a proposal, quotation, or other document or statement that is false, incomplete or 
misleading can result in civil and criminal liability for the company, the employee, or any 
supervisors who condone such practices.  In negotiating contracts with the U.S. 
Government, we have an affirmative duty to disclose current, accurate, and complete 
cost or pricing data where such data are required under applicable law or regulation.   

4.0     MAINTAINING ACCURATE RECORDS 

4.1 Charging of Costs/Timecard Reporting 

Employees who file timecards must be particularly careful to do so in a complete, 
accurate, and timely manner.  Employees performing U.S. Government contracts must 
be particularly careful to ensure that the hours they work and costs they expend are 
applied to the account for which they were in fact incurred.  No cost may be charged or 
allocated to a U.S. Government contract if the cost is unallowable by regulation or 
contract provision or is otherwise improper. 

Employees are required to sign their own timecards.  Your signature on a timecard is 
your representation that the timecard accurately reflects the number of hours worked on 
the specified project or job order.  The supervisor’s signature is a representation that the 
timecard has been reviewed and that steps have been taken to verify the validity of the 
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hours reported and the correctness of the allocation of the hours.  Supervisors must 
avoid placing pressure on subordinates that could lead them to believe that deviations 
from appropriate charging practices are required or condoned. 

4.2  Financial Records 

The records of our company are maintained in a manner that provides for an accurate 
and auditable record of all financial transactions in conformity with generally accepted 
accounting principles.  No false or deceptive entries may be made, and all entries must 
contain an appropriate description of the underlying transaction.  All company funds 
must be retained in corporate bank accounts and no undisclosed or unrecorded fund or 
asset shall be established for any purpose.  All reports, vouchers, bills, invoices, payroll 
and service records, and other essential data must be prepared with care and honesty. 

5.0     EQUAL OPPORTUNITY EMPLOYMENT PRACTICES 
 
Our company recognizes that its continued success depends on the development 
and utilization of the full range of human resources. At the foundation of this 
precept is equal employment opportunity. 
 
It is the continuing policy of this company to afford equal employment opportunity to 
qualified individuals regardless of their race, color, religion, sex, national origin, 
age, or physical or mental handicap, and to conform to applicable laws and 
regulations.  
 
This policy of equal opportunity pertains to all aspects of the employment 
relationship, including application and initial employment, promotion and transfer, 
selection for training opportunity, wage and salary administration, and the 
application of service, retirement, seniority, and employee benefit plan policies.  
 
It is also the policy of this company to provide employees a workplace free from 
any form of sexual harassment. Sexual harassment in any manner or form is 
expressly prohibited.  
 

6.0     PROPER USE OF COMPANY RESOURCES 
 
6.1 Providing Business Courtesies to Customers 

Our success in the marketplace results from providing superior products and 
services at competitive prices. Our company does not seek to gain improper 
advantage by offering business courtesies such as entertainment, meals, 
transportation, or lodging to our customers. Employees should never offer any type 
of business courtesy to a customer for the purpose of obtaining favorable treatment 
or advantage.  
 
To avoid even the appearance of impropriety, do not provide any customer with 
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gifts or promotional items (for example, pens or calendars) of more than nominal 
value.  
 
Except for additional restrictions that apply to U.S. Government customers and are 
noted below, you may pay for reasonable meal, refreshment, or entertainment 
expenses for customers that are incurred only occasionally, are not required or 
solicited by the recipient, and are not intended to or likely to affect the recipient's 
business decisions with respect to our company. You may provide or pay for a 
customer's travel or lodging expenses only with the advance approval of the 
company's home office and the additional approval of CUI’s Ethics and Compliance 
Manager.  
 
With regard to U.S. Government customers, you may not provide or pay for any 
meal, refreshment, entertainment, travel, or lodging expenses for a U.S. 
Government employee without the advance written approval of one of the 
company's Ethics and Compliance Manager.  
 
6.2 Supplier Relationships 
 
When dealing with or making decisions affecting suppliers, employees shall be 
careful not to inadvertently obligate either themselves or others in the company to 
a supplier. In conducting business with suppliers, employees are also expected to 
act fairly and objectively and in the best interests of the company.  
 
(a) Gifts -- Employees may not accept gifts or gratuities from suppliers, with the 

exception of advertising novelties of a nominal value marked with the donor's 
company's name. Gifts received that are unacceptable according to this policy 
must be returned to the donors. You should also notify the company of such 
gifts and of their return.  

 
(b) Entertainment -- Employees may not accept reimbursement from suppliers for 

travel and hotel expenses, for speaker's fees or honoraria for addresses or 
papers given before supplier audiences, or for consulting services or advice 
they may render. Likewise, employees shall not request or accept monetary 
loans or personal services from suppliers, not shall they enter contests 
sponsored by suppliers.  

 
(c) Kickbacks -- Federal laws prohibit the offering, soliciting, or accepting of any 

kickback, as well as the including of any amount of a kickback in a contract with 
the United States. A kickback is defined as any money, fee, commission, credit, 
gift, gratuity, thing of value, or compensation of any kind that is provided for the 
purpose of improperly obtaining or rewarding favorable treatment in connection 
with a contract with the United States. In addition, the "Anti-Kickback Act of 
1986" requires each prime contractor or subcontractor promptly to report a 
violation of the kickback laws to the appropriate Federal agency Inspector 
General or the Department of Justice if the contractor has reasonable grounds 
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to believe that a violation exists.  
 
6.3 Dealing With Foreign Officials 
 
Do not promise, offer, or make any payments, in money, products, or services to 
any foreign official, either directly or indirectly, in exchange for or to induce favorable 
business treatment or to affect any government decision.  
 
6.4 Political Activities 
 
Our company believes strongly in the democratic political process and encourages 
employees to participate personally on their own time in that process. A 
corporation's activities, however, are limited significantly by law. For this reason, no 
political contribution of corporate funds or use of corporate property, services, or 
other assets may be made without the written approval of one of the company's 
Compliance Officers.  
 

7.0    AVOIDING CONFLICTS OF INTEREST AND IMPROPER RELEASE OF              
INFORMATION  
 

We expect you to devote your full working time and efforts to the company's 
interests and to avoid any activity that might detract from or conflict with those 
interests.  
 
7.1    Personal Conflicts of Interest 
 
You may not have any employment, consulting, or other business relationship 
with a competitor, customer, or supplier of the company, or invest in any 
competitor, customers or supplier (except for moderate holdings of publicly-traded 
securities) unless you have the advance written permission of the home office, 
after consultation with the company Ethics and Compliance Officer.  
 
Outside employment may also constitute a conflict of interest if it places an 
employee in the position of appearing to represent the company, involves 
providing goods or services substantially similar to those the company provides or 
is considering making available, or lessens the efficiency, alertness, or 
productivity normally expected of employees on their jobs. All outside 
employment that raises any question in this regard must be approved in advance 
by the employee's immediate supervisor and the company Ethics and 
Compliance Manager. 
 
You must notify the company of all benefits you obtain from third parties because 
of your position, and must pay over to the company all such benefits that are 
capable of being transferred. Benefits subject to notification include, for example, 
interest--free or low-interest loans.  



6 

 

 
7.2    Organizational Conflicts of Interest 
 
The company does not participate in any U.S. Government procurement as an 
offeror or as a subcontractor or joint venture partner where the company has had 
any significant role in developing the performance work statement or performance 
requirements for the Solicitation, or where through prior contract work the company 
is in possession of non-public information that would give it a competitive 
advantage in the procurement, other than the normal experience and knowledge 
developed as an incumbent contractor on a predecessor contract. 
 
On U.S. Government contracts, the company will not contract with any potential 
subcontractor or supplier that has had any significant role in developing the 
performance work statement or performance requirements in the procurement that 
resulted in CUI being awarded the contract with the U.S. Government, or if the 
potential subcontractor or supplier is in possession of non-public information that 
would give it a competitive advantage, other than the normal experience and 
knowledge developed as an incumbent contractor on a predecessor contract. 
 
The company will require each subcontractor or supplier under a U.S. Government 
contract to sign a certification in advance of the execution of the subcontract or 
supply contract that the subcontractor or supplier has not had any significant role 
in developing the performance work statement or performance requirements in the 
procurement that resulted in CUI being awarded a contract with the U.S. 
Government, and the company is not in possession of non-public information that 
would give it a competitive advantage, other than the normal experience and 
knowledge developed as an incumbent contractor on a predecessor contract. 
 
The above requirements will be implemented and enforced by the company’s 
Ethics and Compliance Manager. 
 
7.3   Restricted Company Information 
 
It is our policy not to disclose to any outside party any non-public business, 
financial, personnel, or technological information, plans, or data that you have 
acquired during your employment at the company. On termination of employment, 
you may not copy, take, or retain any documents containing restricted information.  

 
The prohibition against disclosing restricted information extends indefinitely beyond 
your period of employment. Your agreement to protect the confidentiality of such 
information in perpetuity is considered an important condition of your employment 
at the company.  
 
7.4  Government Classified & Proprietary Information  
 
We have special obligations to comply with laws and regulations that protect 
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classified information. Employees with valid security clearances who have access 
to classified information must ensure that the information is handled in 
accordance with pertinent Federal procedures. These restrictions apply to any 
form of information, whether in written or electronic form.  

The company does not solicit nor will it receive any sensitive proprietary internal 
Government information, including budgetary or program information, before it is 
available through normal processes.  
 

8.0  REPORTING VIOLATIONS 
 
Employees are expected to report any suspected violations of this Code of 
Business Ethics and Standards of Conduct or other irregularities to their 
supervisor or to the company Ethics and Compliance Manager. Alternatively, the 
employee may report the suspected violation via the company's confidential 
"hotline."  No adverse action or retribution of any kind will be taken against an 
employee because he or she reports a suspected violation of this Code or other 
irregularity. Such reports shall be treated confidentially to the maximum extent 
consistent with fair and rigorous enforcement of the Code.  
 

9.0  CONCLUSION 
 
Each of us has an obligation to behave at all times with honesty and propriety 
because such behavior is morally and legally right and because our business 
success and reputation for integrity depends on the actions of each employee. 
This Code of Business Ethics and Standards of Conduct outlines your major 
obligations. Be certain to read, understand, and adhere to this Code as you carry 
out your daily activities. For clarification or guidance on any point in the code, 
please contact the company's Ethics and Compliance Manager for assistance.  

 



 

 

 

CUI STATEMENT OF POLICY AND INTEGRATING PROCEDURE ON 
GOVERNMENT CONTRACTOR COMPLIANCE  
 
1.0 PURPOSE 

 
The purpose of this procedure is to integrate all of the implementing  
procedures of Computer’s Universal, Inc. (“CUI”) for all contracts  
in which the government is a direct or indirect buyer. By so doing,  
the company desires to create a robust program that promotes a  
corporate culture of business ethics and compliance with the  
corporate procedures of CUI. 
 
2.0    APPLICATION 
 
This procedure applies to all CUI locations and facilities and to all 
employees of CUI, company-wide. 

3.0 DOCUMENT DISTRIBUTION 
 

3.1 President 
3.2 Program Managers 
3.3 Contract Managers 
3.4 Ethics and Compliance Manager 

 
4.0 OVERVIEW 

This procedure provides the administrative framework within which 
the company's Code of Business Ethics and Standards of Conduct, 
and other procedures, are implemented. As such, this procedure 
serves as CUI's master integrating procedure.  

5.0 REFERENCES 

5.1 CUI Code of Business Ethics and Standards of Conduct. 
 

5.2 All CUI corporate procedures. 
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9.0 Procedures Covered by the Policy 2 

10.0 Appointment of Ethics and Compliance Manager 3 
11.0 Establishment of a Compliance "Hotline" 3 
12.0 Training 4 
13.0 Enforcement of Compliance Procedures 4 
14.0 Audit 5 
15.0 Voluntary Disclosure 5 
16.0 Cooperation During Investigations 6 
17.0 Compliance Program Updates 6 
18.0 Subcontracting Requirements 6 
19.0 Subcontract and Supply Contract Limitations 7 
20.0 Responsibility for Implementation 8 

 
7.0 DEFINITIONS 

7.1 The "Ethics and Compliance Manager" is a high-level company 
 representative who is charged by the corporation with the 
responsibility for ensuring that CUI's Code of Business Ethics and 
Standards of Conduct, and its other compliance procedures, are 
properly implemented and that the desired culture of business ethics 
and overall corporate compliance are achieved.  

 
7.2  "Voluntary disclosure" is the act of disclosing to the buyer or  

applicable governmental authority a violation or potential violation  
of a law, regulation, guidance, or practice before the buyer or  
governmental authority learns of the violation or potential violation.  

8.0 STATEMENT OF POLICY 
 
It shall be the policy of CUI to promote "best in class" contracting  
practices, to prevent allegations of government contract fraud, and to  
maximize safety and corporate responsibility during the performance of all  
government contracts. In order to attain these policy objectives, CUI  
has developed a number of implementing procedures. In order to ensure  
that the procedures are implemented consistent with the company's policy  
objectives, CUI sets forth in this document the administrative  
framework within which the procedures are to be implemented.  

 
9.0 PROCEDURES COVERED BY THE POLICY 
 

Procedures covered by this policy include those procedures 
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governing the following topical areas: (a) recruiting policies; (b) 
business ethics and contracting policies;  (c) fraud, waste, and abuse  
compliance policies; (d) marketing policies; (e) billing policies and   
practices; and (f) whistleblower compliance. 

 

10.0 APPOINTMENT OF ETHICS AND COMPLIANCE MANAGER 

The company recognizes that the overall success of its Code of Business 
Ethics and Standards of Conduct, and its other compliance procedures, 
depends in large part on strong corporate oversight. Toward that end, CUI 
appoints Mr. Charles Carter as its Ethics and Compliance Manager.  The 
Ethics and Compliance Manager is a full-time position charged with 
responsibility to take all necessary and reasonable measures to implement 
and maintain the Code of Business Ethics and Standards of Conduct and 
the other corporate procedures.  The Ethics and Compliance Manager shall 
have the full support of the company's Board of Directors.  

 
11.0 ESTABLISHMENT OF A COMPLIANCE "HOTLINE" 

11.1 An integral component of the company's compliance program is the 
ability of any employee in the organization, without fear of reprisal,  
to call the company's Ethics and Compliance Manager on a toll-free  
"hotline" to report any perceived isssues or non-compliances with any  
procedure. The need for a "hotline" is especially clear in those  
situations in which the employee suspects that his or her immediate  
supervisor is engaged in the non-complying conduct or acquiesces  
in or covers up the non-complying conduct. The company shall  
establish the "hotline" numbers and promote the existence of the  
"hotline" call-in program with all employees.   

 
11.2  If the "hotline" caller so desires, the caller's identity shall remain  

anonymous and the confidentiality of the content of the call shall be 
preserved.   

11.3  In addition to the telephone "hotline," the company shall establish  
an e-mail "hotline" to allow for continuous reporting of perceived  
non-compliances. The assigned mailboxes shall be checked semi-
weekly by the Ethics and Compliance Manager, and all telephone 
calls, voicemail or e-mail messages to the hotline shall be 
answered promptly by the Ethics and Compliance Manager and 
acted upon promptly.  

 
12.0 TRAINING 

12.1 At regular intervals, but not less than once annually, the company shall 
conduct training on the substantive areas of the company’s Code of 
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Business Ethics and Standards of Conduct, and the other procedures.  In 
most cases this training will be packaged into training modules whereby 
line workers would receive limited training on basic compliance  
issues and/or training relating to specific worker activities.  
Managers would receive more intensive training that would be  
tailored to managerial activities. Training in this manner could be  
scheduled to be conducted at all company business locations.  

12.2  The basic training module, applicable to all employees, would  
include:  (a) an explanation of the Code of Business Ethics and  
Standards of Conduct, and all other procedures; (b) an explanation  
of how violations can be reported; (c) a re-statement of the non-retribution  
and non-retaliation policy of the company; and  
(d) a review of applicable laws and regulations. The Business  
Ethics and Compliance Manager shall maintain a record of attendees  
for all training sessions and shall solicit feedback from the participants 
through the use of critique sheets.  

 
12.3  Training shall be provided once annually to senior  

management by the Ethics and Compliance Manager, with input  
from outside counsel.  Such training should focus on  
compliance issues that affect upper management and the  
company generally.  

 
13.0 ENFORCEMENT OF COMPLIANCE PROCEDURES 
 

13.1 CUI recognizes that the promulgation of compliance 
procedures, without more, is of limited utility. Accordingly, for 
compliance procedures to be effective, the Code of Business 
Ethics and Standards of Conduct and the other procedures must be 
subject to an enforcement and disciplinary regime.  

 
13.2  The company's enforcement and disciplinary regime begins with  

the need to identify any non-compliances with the Code of Business 
Ethics and Standards of Conduct, and the procedures. The  
primary mechanisms for identifying non-compliances include self- 
assessments, monitoring, and audits. A second element to the  
company's enforcement regime is to assure compliance by  
promoting the importance of adhering to the procedures. A third  
element of the company's enforcement regime is to recognize  
exceptional compliance and to reprimand conduct that represents 
correctable non-compliance.  

 
13.3    Each existing and new employee shall be instructed that adherence  
         to the Code of Business Ethics and Standards of Conduct is a 
          condition of employment, and disciplinary measures will be taken 
           for any non-compliance with the Code, including termination.   
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           during annual performance reviews the degree of adherence to 
the Code shall be discussed with each employee and any corrective        

          measures shall be identified.  A high degree of adherence to the Code  
           shall be a prerequisite for any decision to award a promotion or an increase 
           in competition.   
 
13.4  With respect to enforcement of identified non-compliances against  

company employees, the Ethics and Compliance Manager initially should  
determine whether the non-compliance was correctable. If so, then  
the Ethics and Compliance Manager should recommend to the 
employee's immediate supervisor the appropriate level of discipline, 
ranging from an informal admonition to outright dismissal. The Ethics 
and Compliance Manager shall also maintain a log of all reported non- 
compliances, the enforcement or disciplinary actions taken, and the  
rationale for selecting the enforcement or disciplinary action(s)  
imposed.  

 
14.0 AUDIT OF COMPLIANCE INITIATIVES 
 

 Twice annually the Ethics and Compliance Manager  
shall conduct an audit of the company’s compliance procedures. At a 
minimum, such audits should confirm that: (a) the compliance procedures are 
properly controlled and disseminated to company personnel; (b) all training 
has been conducted as scheduled; (c) all non-conformances have been 
properly identified and dispositioned; and (d) all corrective actions or root 
cause analyses have been properly undertaken.  

15.0  VOLUNTARY DISCLOSURE  
 
To the extent that any non-compliances are discovered during the conduct of 
an audit or otherwise, the Ethics and Compliance Manager should make a 
determination as to whether any such non-compliances should be  
disclosed to the buyer. As a general matter, non-compliances relating to 
government contract fraud, waste, and abuse should be disclosed. This 
especially would be the case where there is a corporate duty to disclose or 
where the company could gain the benefit of enforcement mitigation through 
voluntary disclosure. In the event of a potentially major non-compliance or 
with a potential violation of the False Claims Act, the company should contact 
outside counsel on the issue of whether the non-compliance should be 
reported.  

16.0 COOPERATION DURING INVESTIGATIONS 

16.1 Notwithstanding that the company may have compiled a wholly 
satisfactory record on government contract compliance, the possibility 
always exists that the company may be subjected to government 
investigation. When confronted with a government investigation, the 
Ethics and Compliance Manager should serve as the point of contact 
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between the government and the company. Outside government 
contracts counsel should also be contacted.  

16.2  Once it becomes apparent that an investigation is underway, the  
company shall strive to demonstrate, if supported by fact, that the  
questioned conduct at issue was aberrational and isolated, and  
not symptomatic of administrative or programmatic weaknesses. 
 

17.0     COMPLIANCE PROGRAM UPDATES 

17.1 On at least an annual basis, the company should perform a 
review of all procedures to determine whether any new laws,  
regulations, or enforcement guidances have been issued that affect  
any portion or portions of the Code or compliance procedures. If any  
changes to the Code of Business Ethics and Standards of Conduct, or 
the other procedures, are warranted due to such regulatory  
change, then the company should issue revisions to the affected  
procedure(s). The company should consult with counsel to  
determine the effects, if any, of regulatory change on the affected  
procedure(s).  

 
17.2  The periodic review of the company's procedures should also  

include a review of the effectiveness of each procedure, the  
company's record in complying with the procedure, any findings or 
recommendations from the internal audit process, and any  
employee feedback on suggestions for improvements in the  
procedures. Any changes due to these or other reasons other than 
regulatory change as identified above should be included in the yearly 
revisions to the procedures.  

 
18.0 SUBCONTRACTING REQUIREMENTS 
 

18.1    CUI’s policy under all of its contracts with the U.S. Government 
is to enter subcontracts solely with companies that have adopted 
or are prepared to adopt as a condition of subcontracting with 
CUI a code of business ethics and standards of conduct that is 
similar to CUI’s Code in that it establishes that the required 
standard of conduct for all employees is to adhere to the highest 
degree of honesty, morality and ethics.  CUI’s policy is also to 
require each subcontractor to adopt a procedure governing fraud, 
waste and abuse that is similar to the procedure adopted by CUI, 
and to establish a hotline for employees, similar to CUI’s hotline, 
to report non-compliances and violations in a confidential 
manner on a non-retaliation basis. In addition, prior to entering a 
federal subcontract with CUI, each potential subcontractor shall 
agree to check the Excluded List for the relevant federal agency 
to determine as to each of its employees whether they are 
suspended or debarred, and provide such information to the CUI 
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Ethics and Compliance Manager. If a potential subcontractor has 
an employee that is suspended or debarred, it shall be a condition 
of subcontracting with CUI that the employee first be terminated. 

 
 18.2     The Ethics and Compliance Manager, with input from outside 

counsel, shall prepare standard subcontract clauses that contain 
the above requirements (in Section 18.1), and provide training to 
each manager with authority to execute a subcontract for CUI as 
to the above requirements, and that henceforth each executed 
subcontract under a U.S. Government prime contract shall 
contain such clauses.  

 
 18.3     CUI’s policy shall be to meet with each subcontractor under a 

U.S. Government contract at least every financial quarter to 
review the implementation of the Ethics Code requirement, the 
fraud, waste and abuse requirement, that the required hotline has 
been installed, and to confirm that each subcontractors’ employees 
are receiving appropriate training as to these requirements.  It 
shall be the Ethics and Compliance Manager’s duty to conduct 
these meetings with subcontractors. 

 
19.0 SUBCONTRACT AND SUPPLY CONTRACT LIMITATIONS 
 
 19.1   The Ethics and Compliance Manager shall provide training to each 

manager with authority to execute either a subcontract or a supply 
contract that prior to executing any subcontract or supply contract 
under a U.S. Government prime contract, each manager shall 
check the then-current Excluded List for the relevant federal 
agency to confirm that the anticipated subcontractor or supplier is 
not suspended or debarred.  If they are, CUI will not enter into a 
contract with such company on a federal project until the 
suspension or debarment has been terminated.         

 
19.2    The Ethics and Compliance Manager shall provide training to each 

manager with authority to execute subcontracts or supply contracts on 
behalf of CUI that company policy requires each subcontractor or 
supplier under a U.S. Government contract to sign a certification in 
advance of the execution of the subcontract or supply contract that the 
subcontractor or supplier has not had any significant role in developing 
the performance work statement or performance requirements in the 
procurement that resulted in CUI being awarded a contract with the 
U.S. Government, and the company is not in possession of non-public 
information that would give it a competitive advantage, other than the 
normal experience and knowledge developed as an incumbent 
contractor on a predecessor contract.  The Ethics and Compliance 
Manager shall be responsible to prepare such certification forms and 
have them approved by outside counsel for CUI. 
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20.0  RESPONSIBILITY FOR IMPLEMENTATION  

CUI shall implement this procedure by circulating the procedure to  
those listed on the distribution list and by conducting training on the  
substantive matters presented herein with all affected individuals. The 
President of CUI shall be responsible for the implementation of this 
procedure.  
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CUI PROCEDURE ON FRAUD, WASTE, AND ABUSE  

 

1.0 PURPOSE 
 

The purpose of this procedure is to implement CUI's policy on fraud, 
waste, and abuse. 

2.0 APPLICATION 
 

This procedure applies to all CUI locations and facilities and to all 
employees of CUI, company-wide. 

3.0 DOCUMENT DISTRIBUTION 

3.1 President 
3.2 Program Managers 
3.3 Contract Managers 
3.4 Ethics and Compliance Manager 

4.0 OVERVIEW 

It is the policy of CUI that all employees at all levels be truthful in all  
dealings with the government and with any upper-tier contractors that  
ultimately contract with the government. This corporate policy of  
truthfulness requires that CUI employees understand the terms of the  
contracts and subcontracts to which CUI is a party and that the  
Company comply with both the letter and the spirit of the contractual  
requirements. Similarly, if any employee, including managers, 
is unsure as to the truthfulness of any statement, representation, 
or certification, he or she shall not make the statement or assertion or 
represent it to be accurate. Finally, CUI appreciates that under the  
"doctrine of collective knowledge," knowledge may be imputed to the  
Company that can trigger liability on fraud, waste, and abuse issues  
notwithstanding that unconnected actions of different individuals may give rise 
to the actionable conduct. This procedure will address these organizational 
knowledge issues as well.  

 
5.0 REFERENCES 

5.1 The False Claims Act (FCA), 31 U.S.C. § 3729 et seq. 
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5.2 The False Statements Act (FSA), 18 U.S.C. § 1001. 

5.3 The Forfeiture Act, 28 U.S.C. § 2514. 
 

5.4 The Anti-Fraud Provisions of the Contract Disputes Act (CDA), 41 
U.S.C. § 604. 

 
6.0 COMPLIANCE WITH THE FALSE CLAIMS ACT 

6.1 The FCA imposes liability for seven enumerated acts, including 
knowingly presenting a false or fraudulent claim for payment or 
approval or making a false record or statement to get a false or 
fraudulent claim paid or approved by the government.  

 
6.2  Virtually any attempt to obtain money from the government, or from  

an upper-tier contractor that ultimately contracts with the  
government, will be considered a "claim" under the FCA. This 
means, for example, that an FCA claim can be a monthly billing 
under a contract, a certified "claim" under the Contract Disputes Act, 
or a request for a price adjustment.  

 
6.3  The claim need not be paid to constitute a violation, but only needs  

to be "presented" for payment. Likewise, the Company may be  
exposed to FCA liability where the ultimate buyer is the  
government, even though CUI may occupy a second- or third- 
tier level on the government contract. For example, if CUI   
holds a subcontract and bills the prime contractor with the  
expectation that the prime contractor will pass those costs on to the  
government, the claim will be deemed to have been submitted by  
CUI.  

 
6.4  It is important to recognize that while the law states that one must  

"know" that the claim is false, some courts have held that a person  
may be deemed to have known that a claim was false by their  
reckless disregard for the truth as well as a conscious avoidance of  
the truth. For example, if there were significant facts with which  
you were aware that indicated that a statement you were about to  
make was untrue; yet, despite these facts, you made the statement  
anyway, a court could consider your actions to be in reckless disregard 
of the truth. Similarly, if you purposely avoided learning facts so that 
you would not have to make a statement that was technically false, a 
court could consider your actions to be a conscious avoidance of the 
truth.  
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6.5  Sufficient care must be taken to ensure proper recording and  

charging of all costs to the appropriate job number or account. The 
falsification of time sheets or other cost records is a criminal  
violation and will not be tolerated. Every employee and his or her 
supervisor is personally responsible for assuring that the job  
numbers and the hours charged are accurate and correct. Any  
willful improper job charging will result in the violator's dismissal and 
may, in addition, result in prosecution.  

6.6  It is specifically prohibited for any employee to submit or to concur  
in the submission of any claims, bids, billings, or any other  
documents of any kind that are false, fictitious, or fraudulent. Such 
acts are criminal violations that could result in the criminal  
prosecution of the company and the employee involved.  
Supervisors must be careful in words and conduct to avoid placing, or 
seeming to place, pressure on subordinates that could cause them to 
deviate from acceptable norms of conduct.  

 
6.7  Although it is not possible here to specify all contract-related  

dealings with the government that present a risk of false  
statements, false claims, or other violations of the FCA, particular  
attention should be paid to CUI's monthly billing statements.  
First, it is the policy of CUI that all billing statements be checked for 
accuracy before submission, and that any express  
certifications required as part of the billing cycle be carefully and  
deliberately executed only after the monthly billing statements have  
been checked for accuracy.  

 
 
7.0 COMPLIANCE WITH THE FALSE STATEMENTS ACT 

7.1 The False Statements Act (FSA) criminalizes false statements 
made directly or indirectly to the government. To establish a  
violation of the FSA, the government must prove that: (a) a person  
willfully made a false, fictitious, or fraudulent statement or made  
use of a document knowing that it contained a false, fictitious, or  
fraudulent statement or entry; (b) the matter comes under the  
jurisdiction of an agency or department of the United States; (c)  
The statement was false, fictitious, or fraudulent; and (d) the person  
knew that the statement was false, fictitious, or fraudulent when  
made.  

 
7.2  The FSA also prohibits falsifying, concealing, or covering up a  

material fact that a Company employee had a duty to disclose. If  
any employee has any questions concerning any duty to disclose,  
he or she should contact CUI's Ethics and Compliance Manager.  
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Prosecution under the FSA can also occur when the 
government requires its prime contractors and subcontractors 
to certify to the accuracy of particular statements  
and an individual signs on behalf of the Company knowing the  
certificates are incorrect.  

7.3  An employee may also violate the False Statements Act by  
intentionally failing to comply with the Truth in Negotiations Act  
(TINA). For certain contracts, TINA requires that contractors and  
subcontractors provide cost or pricing data that are accurate,  
current, and complete. The penalty for violating the FSA is  
imprisonment for up to five years and a $10,000 fine for each false  
statement.  

 
8.0 COMPLIANCE WITH THE FORFEITURE ACT 
 

8.1 The Forfeiture Act provides that a claim against the government is 
forfeited if fraud by the contractor occurs during contract  
performance or in the making, proving, or establishing of a claim.  
Since fraud taints the entire contract, all of the contractor's claims  
are forfeited. The Forfeiture Act requires that the government  
prove by clear and convincing evidence that the claimant knew that  
claim was false, and intended to deceive the government by  
submitting the claim.  

 
8.2 Because the penalty under the Forfeiture Act is so extreme - 

surrendering the entire claim even if the false statement applies to  
a portion of the claim - it is the policy of the Company to be  
especially vigilant in avoiding violations of the Forfeiture Act. In  
particular, CUI should verify that any costs that are presented  
for payment that are represented as "actual" must have been  
incurred by the Company. A mischaracterization of estimated or  
projected costs as "actual" likely will be found to be violative of the  
Forfeiture Act. If a cost is projected or estimated, one must identify  
it as such.  

 
9.0 COMPLIANCE WITH THE ANTI-FRAUD PROVISION OF THE CDA 

9.1 The anti-fraud provision of the CDA provides that a contractor who 
is unable to support any part of a claim because of a  
misrepresentation of fact or fraud shall be liable for the unsupported 
part of the claim as well as for the government's costs to review the 
claim. This remedy under the CDA is cumulative of all other  
government remedies.  
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9.2  To recover under the anti-fraud provisions of the CDA, the  

government must establish by a preponderance of the evidence  
that the contractor made false of fraudulent statements in the claim 
with the intent to deceive or mislead the government. Any  
mischaracterization of estimated or projected costs as "actual" in a  
certified claim likely will be found to be a violation of the anti-fraud 
provision of the CDA.  

 
10.0 TRAINING 

Training should be conducted on at least a once yearly based on materials to 
be prepared by CUI’s outside counsel or others having special insight into 
issues of fraud, waste, and abuse. Company participants in the training 
should include Senior Management and Ethics and Compliance Manager.  

 
11.0  RESPONSIBILITY FOR IMPLEMENTATION  

The responsibility for implementation of this procedure lies with the Ethics and 
Compliance Manager.  
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CUI PROCEDURE ON RECORDS RETENTION  

1.0 PURPOSE 
 

The purpose of this procedure is to implement CUI's policy on 
Records Retention on all government contract accounts. 

 
2.0 APPLICATION 
 

This procedure applies to all CUI locations and facilities and to all 
employees of CUI, company-wide. 

 
3.0 DOCUMENT DISTRIBUTION 

3.1 President 
3.2 Operations Managers 
3.3 Contracts Managers 
3.4 Ethics and Compliance Manager 

 
4.0 OVERVIEW 

 
It is the policy of CUI that all records are to be retained for at least the  
minimum period as stated in applicable state or federal law or regulation.  
Additionally, all records that may substantially affect the obligations of the  
Company shall be retained for the period of time that reasonably assures  
the availability of those records when needed. In that regard, adequate  
records will be developed and maintained to document the Company's  
compliance with all relevant laws. Likewise, it is CUI's policy that  
records that are not required by law, regulation, or good practice to be  
maintained be subject to a prescribed program of retirement and  
destruction.  
 
CUI's procedure on records retention also provides for the  
safeguarding of records that are deemed to be vital in nature, such that 
the privacy and security of such records is maintained. Finally, any records 
maintained or preserved in an electronic format are to be  
preserved in a manner consistent with this procedure.  

 
5.0 REFERENCES 
 

5.1 FAR Subpart 4.7, Contractor Records Retention. 
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6.0 GUIDELINES FOR THE RETENTION OF CORRESPONDENCE AND 
INTERNAL MEMORANDA 

6.1 DOCUMENTS TO BE FILED TEMPORARILY (THIRTY DAYS TO 
TWELVE MONTHS) 

Documents that should be filed and retained for a minimum of 30  
days and for a maximum of twelve months include the following:  
 
� Unimportant letters and notes that require no acknowledgement  
 or follow up, such as form letters, letters of appreciation, and the  
 like.  
 
� Copies of inter-departmental or other company correspondence  
 where another copy of the same letter will be in the file.  

� Letters of general inquiry and replies that complete a cycle of  
 correspondence and have no value following a reasonable  
 period of time.  
 
� Letters applying for employment with the Company.  
 
� Memoranda and reports regarding expense accounts that have  
 little value after the voucher is approved.  
 
� Collection letters that have limited value after the account is  
 paid.  

� Quotation letters and proposals where no contract results.  

6.2 DOCUMENTS TO BE KEPT INDEFINITELY OR FOR THE LIFE 
OF THE PRINCIPAL DOCUMENT WHICH IT SUPPORTS  
 
� Documents pertaining to patents, copyrights, licensing  
 agreements, bills of sale, permits, etc.  
 
� Documents that were prepared contemporaneously with or prior  
 to the formation of a contract that could be useful in the  
 clarification or interpretation of that contract.  

� Documents that the Company might need to produce in a legal  
 proceeding to prove or disprove liability or to enforce rights of  
 the Company.  

 
7.0 GENERAL CORPORATE RECORDS 

7.1 General corporate records of the Company should be retained on a 
permanent basis. The Office of Corporate Secretary should keep  
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indefinitely all documents that may be legally required or that may  
have business significance, and, in addition, shall keep or provide  
for the retention of such other documents as may have historical  
value.  

7.2  The Shareholder Records Department shall keep such records as  
will enable the Company to ascertain who its existing shareholders are, 
who its shareholders were at any time in the past, and whether or not 
any person was ever a shareholder of the Company.  

 
8.0 TAX RECORDS 

8.1 As a general proposition, the Company must maintain on an 
indefinite and permanent basis all books of account or records as are 
sufficient to establish the amount of gross income, deductions, credits, 
or other matters required to substantiate any entries in the Company's 
tax returns. The Company must also maintain on an indefinite and 
permanent basis all records sufficient to compute the Company's 
earnings and profits.  
 

8.2 Tax-related records that are required to be maintained indefinitely 
on a permanent basis include depreciation schedules, tax bills and 
statements, tax returns, social security tax records, and state  
property and income tax records.  

9.0 PENSION DOCUMENTS 

The Company should retain on an indefinite and permanent basis all  
pension plan documents and supporting employee data such that the  
Company can establish at all times whether or not any pension is payable to 
any person, and, if so, the amount of such pension. Records of pension 
amounts paid to employees or their beneficiaries may be destroyed two years 
following the death of the employee.  

10.0  PAYROLL DOCUMENTS  
 
Payroll documents and supporting data should be kept in such a manner that 
the Company's responsibilities under the Wage and Hour Rules of the 
Department of Labor, as well as under the rules of the Wash-Healey Act, can 
be demonstrated. Additionally, payroll records must be maintained to the 
extent necessary to enable the Company to compute the payment  
amount due under any pension.  

 
11.0  SAFETY DOCUMENTS  
 

The Company must keep all documents relating to employee health and safety for 
such periods as will enable it to demonstrate compliance with any applicable  
regulation or standard.  As a guideline, safety documents should be kept for 
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 twenty years. 

12.0 ACCOUNTING AND FINANCE 

All balance sheets and other financial statements should be maintained  
indefinitely on a permanent basis. All other financial and accounting 
documents, including all ledgers, bank records, checking records, and 
financial planning documents, should be kept for twenty years.  

1  3.0  EMPLOYMENT RECORDS  
 

Employment records should be kept in a manner consistent with the 
following timetable. 

 
� Applications: 1 yr. 

� Attendance records: 3 yrs. 

�Earnings records: Permanent 

� Education & training records: 10 yrs. 

�Performance evaluations: 3 yrs. 

� Medical histories and health data: Permanent 

� Safety or injury frequency reports: 10 yrs. 

� Time cards and time sheets: 10 yrs. 
 

� Affirmative action programs: Until superseded 

� EEO-1: 3 yrs. 
 

� Employee personnel records: 6 yrs. after termination 

� Employee exposure records: Permanent 
 

� Other employment records: 3 yrs. 

14.0 SALES AND MARKETING RECORDS 
 

Sales and marketing records should be retained in a manner consistent 
with the following timetable. 

� Sales invoices: 4 yrs. after final payment 

� Presentations and proposals: 7 yrs. 
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� Market research data: 7 yrs. 
 

15.0 CONTRACT FILES 

15.1 All contract files for contracts involving governmental buyers shall 
be retained for a period of three years following final payment under  
the contract. This basic three-year retention period also applies to  
all cost records and other documents potentially subject to  
government audit as provided for in FAR 4.703. Following the base  
retention period of three years, the Company should further reduce  
the file in a manner consistent with the other requirements of this  
procedure. The original contract and all modifications should be  
retained for a period of seven years following final payment.  
Likewise, the final bid or proposal giving rise to the contract should  
be retained for a period of seven years following final payment.  

15.2  Consistent with the requirements of FAR 4.705-1, the Company  
should retain the following documents for a period of four years  
following final payment: (a) accounts receivable invoices,  
adjustments to the accounts, invoice registers, and shipping orders;  
(b) material, work order, or service order files; (c) cash advance  
recapitulations in connection with employee expense vouchers; (d) paid, 
canceled, and voided checks; and (e) accounts payable  
records to support disbursements of funds for materials, equipment, 
supplies, and services.  

15.3  Also consistent with the requirements of FAR 4.705-1, the  
Company should retain the following documents for a period of two  
years following final payment: (a) labor cost distribution cards; and  
(b) petty cash records, including vouchers.  

15.4  As provided for in FAR 4.705-3, CUI should maintain all  
requisition records for a period of four years. These records would  
include: (a) store requisitions for materials; (b) work orders for  
maintenance and other services; (c) equipment usage and repair  
records; (d) expendable property records; (e) receiving and  
inspection report records for supplies equipment, and materials; (f)  
purchase order files for supplies, equipment, material, or services;  
and (b) production records of quality control, reliability, and  
inspection.  

 
16.0  SAFEGUARDING OF CONTRACT RECORDS  

Executed originals of all contracts and modifications should be maintained  
by the Operations Manager in a fireproof safe or in a similarly safeguarded  
condition. The contract files should be organized and indexed.  
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17.0  SUSPENSION OF DOCUMENT DESTRUCTION ACTIVITIES  

In the event the company is served with a complaint or other legal action,  
or if the Company reasonably believes that a legal action is imminent, the  
Company should immediately suspend the document destruction activities  
on all matters that relate or could relate to the facts giving rise to the  
action. To the extent that there exists any doubt as to the scope of the  
documents to be preserved from scheduled destruction, Company counsel  
should be contacted.  

 
18.0  RESPONSIBILITY FOR IMPLEMENTATION  

CUI's Ethics and Compliance Manager shall be responsible 
for the implementation of this procedure.  
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CUI PROCEDURE ON A DRUG-FREE WORKPLACE AND DRUG-FREE 
WORKFORCE  
 
1.0 PURPOSE 

The purpose of this procedure is to implement CUI’s policy on a drug-free 
workplace and drug-free workforce on all government contract  
accounts. The Company recognizes that a successful approach to the 
problems attendant with drug use requires an interaction of education, 
counseling, assistance, deterrents, and discipline. A compassionate and 
consistent approach is an integral component of this policy.  

 
2.0 APPLICATION 
 

This procedure applies to all CUI locations and facilities and to all 
employees of CUI, company-wide. 

3.0 DOCUMENT DISTRIBUTION 

3.1 President 
3.2 Operations Managers 
3.3 Contract Managers 
3.4 Ethics and Compliance Manager 

 
4.0 OVERVIEW 

The use of controlled substances by Company employees gives rise to  
two significant areas of concern. The first is that such use violates various  
criminal laws and is punishable as a crime. The second is that such use  
diminishes an employee's performance. As such, CUI imposes a blanket  
prohibition on illegal drug use at the workplace.  
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In implementing this initiative, CUI employees are  
prohibited from engaging in the unlawful manufacture, distribution,  
dispensing, possession, or use of a controlled substance in the company  
workplace. Violation of this policy could result in personnel action against  
such employee, up to and including termination. Where applicable, this  
policy also requires, as part of the Company's response to an employee  
violation, that the employee satisfactorily complete a drug abuse  
assistance or rehabilitation program approved for such purposes by a  
federal, state, or local health, law enforcement, or other appropriate  
agency.  
 
For key CUI employees in sensitive positions or those holding special 
clearances,  the Company will establish a program that provides for  
random testing for the use of illegal drugs by employees. CUI  
will not allow any employee to remain on duty or perform in a sensitive  
position who is found to use illegal drugs until such time as CUI  
determines that the employee may again perform in such a position.  

 
5.0 REFERENCES 

5.1 Federal Acquisition Regulation (FAR) 52.223-6. 
 

5.2 Department of Defense FAR Supplement (DFARS) 252.223-7004. 

6.0 DRUG-FREE WORKPLACE AWARENESS -ALL EMPLOYEES 

6.1 New employees shall be advised on the dangers of drug abuse in 
the workplace and the Company's policy of maintaining a drug-free 
workplace. Additionally, all new employees shall be advised of the 
penalties that may be imposed upon employees for drug abuse  
violations occurring in the workplace and of employee assistance 
programs on drug awareness and drug treatment programs made 
available by the Company.  

 
6.2  All employees engaged in performance of a government contract  

are to be provided a copy of the Company statement on a drug-free  
workplace. Employees will be notified that as a condition of  
continued employment, the employee will abide by the terms of the  
statement.  
 
 

 



 

 3

7.0 DRUG-FREE WORKFORCE AWARENESS - EMPLOYEES IN 
SENSITIVE POSITIONS 

7.1  Employees in a sensitive position are those who have been granted  
access to classified information or employees in other positions that  
involve national security, health, or safety, or other functions that  
require a high degree of employee trust and confidence.  

7.2  The extent of and criteria for any random drug testing of employees  
shall be determined based on the nature of the work being  
performed, the employee's duties, the efficient use of Company 
resources, and the risks to health, safety, or national security that 
could result from the failure of an employee adequately to  
discharge his or her position.  

8.0 EMPLOYEE REQUIREMENTS TO REPORT WORKPLACE DRUG 
VIOLATIONS 

8.1  All employees are required to report to the Company within five  
days any conviction under a criminal drug statute for a drug 
violation occurring in the workplace.  

8.2  Within ten days following receipt of notice from an employee or  
otherwise receiving actual notice of a workplace drug violation  
conviction, the Company will notify the appropriate Contracting  
Officer in writing of the incident. The notification should include in  
addition to the employee's name, his or her title and position.  
Within 30 days following receipt of employee notice of conviction,  
the Company should take one of the following actions with respect  
to the subject employee: (1) appropriate disciplinary action, up to  
and including termination; and/or (2) forced participation in and  
successful completion of a drug abuse assistance or rehabilitation  
program approved for such purposes by a federal, state, or local  
health, law enforcement, or other appropriate agency.  

 
9.0 WORKFORCE VIOLATIONS BY EMPLOYEES HOLDING SENSITIVE 

POSITIONS 

9.1  Sensitive positions will be identified before selection for employee  
drug testing is made. When a sensitive position is required for  
contract performance, the Company will establish: (a) employee  
assistance programs emphasizing high-level direction, education,  
counseling, rehabilitation, and coordination with available  
community resources; (b) supervisory training to assist in  
identifying and addressing illegal drug use by employees; (c)  
provision for self-referrals as well as supervisory referrals to  
treatment with maximum respect for individual confidentiality  
consistent with safety and security issues; and (d) provision for  
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identifying illegal drug users, including testing on a controlled and  
carefully monitored basis.  

 
9.2 Employees holding sensitive positions who report for work with 

illegal drugs in their systems are subject to disciplinary action.  
Such employees who experience significant work performance  
problems or who become involved in significant incidents or  
accidents are subject to immediate discharge if medical tests show 
that such employees have illegal drugs in their systems.  

 
10.0 DRUG TESTING PROCEDURES 

10.1 For those CUI employees in sensitive positions who are thus 
subject to random drug testing, the Company shall screen   
candidates for testing on a non-biased basis to assure a random  
distribution. The Company should put into practice a method to  
assure that an adequate number of tests are taken to assure that  
the population of tests over time approximates the pool of testing  
candidates.  

10.2  No drug test may be conducted without the written permission of  
the person being tested. Prior to the collection of a urine specimen for 
drug testing, individuals are to be thoroughly interviewed to  
determine if there may be any medications or other substances that may 
have been inhaled, ingested, or injected in the previous two weeks that 
could result in a false "positive" test. That information is to be provided 
to the testing laboratory.  

 
10.3  An employee's refusal to submit to drug testing is viewed as  

insubordination and subjects the employee to disciplinary action up to 
and including discharge.  

10.4  All individuals who test positive are to be so notified by the  
Company and given an opportunity to provide the Company any  
reasons he or she may have that would explain the positive drug  
test other than the presence of illegal drugs. If the individual  
provides an explanation acceptable to the Company that the  
positive test result is due to factors other than the presence of  
illegal drugs in the test specimen, the positive test result is to be  
disregarded and all records of the test result destroyed.  

 
11.0 EDUCATION AND TRAINING 

11.1 Employees are to be advised in writing of the Company's procedure 
on a drug-free workplace and drug-free workforce. Information  
provided should cover various aspects of the procedure, including  
the reasons for the program, benefits for the employees and the  
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Company, employee assistance programs, effects of drugs on 
individuals and their families, use of inspections, and the conduct of 
drug tests.  

11.2  CUI managers and other selected employees are 
to be trained on the following issues: (a) drug abuse  
recognition, symptoms, and effects; (b) methods of visually  
identifying employees who may be subject to the effects of drugs;  
and (c) methods of referring employees who might be suffering  
from personal problems that could signal possible drug use.  

 
11.3  CUI managers and their designees should also be trained on the  

following issues: (a) Company procedures related to handling  
employees who appear to be subject to the effects of drugs; (b)  
documenting observations and impressions of persons who may be 
subject to the effects of illegal drug use; (c) drug testing policy  
rules, procedures, and safeguards; and (d) safety aspects of drug 
problems in both work and social environments.  

 
12.0  RESPONSIBILITY FOR IMPLEMENTATION  

 
The corporate Compliance Officer for the implementation of this procedure is 
the CUI Ethics and Compliance Manager.  
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Computers Universal, Inc.  
Statement on Drug-Free Workplace  

 
Employees are hereby notified that the unlawful manufacture,  

distribution, dispensing, possession, or use of a controlled substance in 
the Company workplace is prohibited.  

 
Employees engaged in performance of a government contract are  

provided a copy of this statement and required to acknowledge receipt of 
this statement.  
 

This is a condition of continued employment, the employee will abide  
by the terms of the statement; and notify the company in writing of the  
employee's conviction under a criminal drug statute for a violation  
occurring in the workplace no later than 5 days after such conviction.  

 


